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THE WH TE HOUSE

Ofice of the Press Secretary

For | nmmedi ate Rel ease July 17, 1996

FEDERAL | NFORMATI ON TECHNOLOGY

A Governnent that works better and costs |ess requires
efficient and effective informati on systenms. The Paperwork
Reduction Act of 1995 and the Informati on Technol ogy Managenent
Ref orm Act of 1996 provide the opportunity to inprove
significantly the way the Federal Governnment acquires and
manages i nformation technol ogy. Agenci es now have the clear
authority and responsibility to nmake neasurabl e i nprovenents
in mssion performance and service delivery to the public
through the strategic application of information technol ogy.
A coordi nated approach that builds on existing structures
and successful practices is needed to provide nmaxi num benefit
across the Federal Government fromthis technol ogy.

Accordingly, by the authority vested in ne as President
by the Constitution and the laws of the United States of
Anerica, it is hereby ordered as foll ows:

Section 1. Policy. It shall be the policy of the
United States CGovernnent that executive agencies shall
(a) significantly inprove the managenment of their infornmation
systens, including the acquisition of information technol ogy,
by inplenenting the rel evant provisions of the Paperwork
Reduction Act of 1995 (Public Law 104-13), the Infornmation
Technol ogy Managenent Reform Act of 1996 (Division E of Public
Law 104-106) ("Information Technol ogy Act"), and the CGovernnent
Performance and Results Act of 1993 (Public Law 103-62);

(b) refocus information technol ogy nanagenent to support
directly their strategic mssions, inplenment an investnent
revi ew process that drives budget formulation and execution for
i nformation systens, and rethink and restructure the way they
performtheir functions before investing in information
technol ogy to support that work;

(c) establish clear accountability for information
resour ces managenent activities by creating agency Chief
Information OfFficers (C1Os) with the visibility and managenent
responsi bilities necessary to advi se the agency head on the
desi gn, devel opnent, and inplenentation of those information
systens. These responsibilities include: (1) participating
in the investnment review process for information systens;

(2) nonitoring and eval uating the perfornance of those
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i nformati on systens on the basis of applicable performance
nmeasures; and, (3) as necessary, advising the agency head to
nmodi fy or term nate those systens;

(d) cooperate in the use of information technology to
i nprove the productivity of Federal prograns and to pronote a
coordi nated, interoperable, secure, and shared Governnmentw de
infrastructure that is provided and supported by a diversity of
private sector suppliers and a well-trained corps of information
t echnol ogy professionals; and

(e) establish an interagency support structure that
buil ds on existing successful interagency efforts and shal
provi de expertise and advi ce to agenci es; expand the skil
and career devel opnent opportunities of information technol ogy
prof essi onal s; inprove the managenent and use of information
t echnol ogy wi thin and anong agenci es by devel opi ng i nformati on
t echnol ogy procedures and standards and by identifying and
sharing experiences, ideas, and prom sing practices; and provide
i nnovative, nulti-disciplinary, project-specific support to
agenci es to enhance interoperability, mnimze unnecessary
duplication of effort, and capitalize on agency successes.

Sec. 2. Responsibilities of Agency Heads. The head of
each executive agency shall: (a) effectively use information
technology to i nprove m ssion performance and service to the
publ i c;

(b) strengthen the quality of decisions about the
enpl oynent of information resources to neet m ssion needs
t hrough integrated anal ysis, planning, budgeting, and
eval uati on processes, including:

(1) determning, before nmeking investments in new
i nformation systens, whether the Governnent should be perform ng
the function, if the private sector or another agency should
support the function, and if the function needs to be or has
been appropriately redesigned to inprove its efficiency;

(2) establishing mssion-based performance neasures
for information systens investnents, aligned with agency
performance pl ans prepared pursuant to the Government
Performance and Results Act of 1993 (Public Law 103-62);

(3) establishing agency-w de and project-|evel nanagemnent
structures and processes responsible and accountable for
nmanagi ng, selecting, controlling, and eval uating investnments
ininformation systens, with authority for term nating
i nformation systens when appropri ate;

(4) supporting appropriate training of personnel; and

(5) seeking the advice of, participating in, and
supporting the interagency support structure set forth in
this order;

(c) select CGs with the experience and skills necessary
to acconplish the duties set out in |law and policy, including
this order, and involve the CIO at the highest |evel of the
agency in the processes and decisions set out in this section

(d) ensure that the information security policies,
procedures, and practices of the executive agency are adequat e;
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(e) where appropriate, and in accordance with the Federa
Acqui sition Regul ati on and gui dance to be issued by the Ofice
of Managenent and Budget (OWVB), structure major information
systens investnents into nmanageabl e projects as narrow i n scope
and brief in duration as practicable, consistent with the
I nformati on Technol ogy Act, to reduce risk, pronote flexibility
and interoperability, increase accountability, and better
correlate mission need with current technol ogy and narket
condi tions; and

(f) to the extent permtted by law, enter into a contract
that provides for nultiagency acquisitions of information
technol ogy as an executive agent for the Governnent, if and
in the manner that the Director of OVB considers it advantageous
to do so.

Sec. 3. Chief Information Oficers Council. (a) Purpose
and Functions. A Chief Information Oficers Council ("ClO
Council") is established as the principal interagency forum
to i nprove agency practices on such matters as the design,
noder ni zati on, use, sharing, and performance of agency
i nformation resources. The Council shall

(1) devel op reconmendations for overall Federa
i nformation technol ogy managenent policy, procedures, and
st andar ds;

(2) share experiences, ideas, and prom sing practices,
i ncl udi ng work process redesign and the devel opnent of
performance neasures, to inprove the managenment of infornmation
r esour ces;

(3) identify opportunities, nmake recomendations for,
and sponsor cooperation in using information resources;

(4) assess and address the hiring, training,
classification, and professional devel opnment needs of the
Federal Government with respect to infornmation resources
managenent ;

(5) make recommendati ons and provide advice to appropriate
executi ve agencies and organi zati ons, including advice to OVB
on the Governmentw de strategic plan required by the Paperwork
Reduction Act of 1995; and

(6) seek the views of the Chief Financial Oficers

Counci |, Governnent |nformati on Technol ogy Services Board,
I nformati on Technol ogy Resources Board, Federal Procurenent
Council, industry, academ a, and State and | ocal governnents

on matters of concern to the Council as appropriate.

(b) Menbership. The C O Council shall be conposed of
the CIGs and Deputy ClGs of the foll owi ng executive agencies
plus two representatives from ot her agenci es:

1. Departnent of State;

2. Departnent of the Treasury;

3. Departnent of Defense;

4. Departnent of Justice;
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5. Department of the Interior

6. Departnment of Agriculture;

7. Department of Conmerce;

8. Departnent of Labor

9. Departnent of Health and Human Servi ces;

10. Departnent of Housing and Urban Devel opnent;

11. Departnent of Transportation;

12. Departnent of Energy;

13. Departnent of Education;

14. Departnment of Veterans Affairs;

15. Environnental Protection Agency;

16. Federal Energency Managenent Agency;

17. Central Intelligence Agency;

18. Smal |l Business Admi nistration

19. Social Security Adm nistration;

20. Departnent of the Arny;

21. Departnent of the Navy;

22. Departnent of the Air Force;

23. National Aeronautics and Space Admi nistration

24. Agency for International Devel opnent;

25. Ceneral Services Adm nistration;

26. National Science Foundati on;

27. Nucl ear Regul atory Conmi ssion; and

28. Ofice of Personnel Managenent.
The Administrator of the Ofice of Informati on and Regul atory
Affairs of OVB, the Controller of the Ofice of Federa
Fi nanci al Managenent of OVB, the Adm nistrator of the
Ofice of Federal Procurenment Policy of OVB, a Senior
Representative of the Ofice of Science and Technol ogy Poli cy,
the Chair of the Government |nformation Technol ogy Services
Board, and the Chair of the Information Technol ogy Resources
Board shall al so be nmenbers. The Cl O Council shall be chaired
by the Deputy Director for Managenent of OVB. The Vice Chair

elected by the C1 O Council on a rotating basis, shall be an
agency C O

Sec. 4. CGovernnent Information Technol ogy Services Board.
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(a) Purpose and Functions. A Government |nformation
Technol ogy Services Board ("Services Board") is established to
ensure continued i nplenentation of the information technol ogy
reconmrendati ons of the National Performance Review and to
identify and pronote the devel opnent of innovative technol ogies,
standards, and practices anbng agencies and State and | oca
governnents and the private sector. |t shall seek the views of
experts fromindustry, academ a, and State and | ocal governnents
on matters of concern to the Services Board as appropriate. The
Servi ces Board shall al so nake reconmendati ons to the agencies,
the CIO Council, OVB, and others as appropriate, and assist in
the foll ow ng:

(1) creating opportunities for cross-agency cooperation
and i ntergovernnental approaches in using information resources
to support common operational areas and to devel op and provide
shared governnentwi de infrastructure services;

(2) devel opi ng shared governnmentw de i nfornmation
infrastructure services to be used for innovative, mltiagency
i nformation technol ogy projects;

(3) creating and utilizing affinity groups for particular
busi ness or technol ogy areas; and

(4) developing with the National Institute of Standards
and Technol ogy and with established standards bodi es, standards
and gui delines pertaining to Federal information systens,
consistent with the limtations contained in the Conputer
Security Act of 1987 (40 U.S.C. 759 note), as anmended by the
I nformati on Technol ogy Act.

(b) Menbership. The Services Board shall be conposed of
i ndi vi dual s from agenci es based on their proven expertise or
acconplishnents in fields necessary to achieve its goals. Mjor
governnent nission areas such as electronic benefits, electronic
comerce, |aw enforcenent, environnental protection, nationa
def ense, and health care nmay be represented on the Services
Board to provide a program operations perspective. Initia
sel ection of nenbers will be nmade by OVMB in consultation with
ot her agencies as appropriate. The Cl O Council may nom nate two
nmenbers. The Services Board shall recommend new nenbers to OVB
for consideration. The Chair will be elected by the Services
Boar d.

Sec. 5. Information Technol ogy Resources Board.

(a) Purpose and Functions. An Information Technol ogy
Resour ces Board ("Resources Board") is established to provide
i ndependent assessnments to assist in the devel opnent,
acqui sition, and managenent of selected mgjor infornmation
systens and to provi de reconmendati ons to agency heads and
OVB as appropriate. The Resources Board shall

(1) review, at the request of an agency and OVB, specific
i nformation systens proposed or under devel opment and nake
reconmendations to the agency and OMB regarding the status
of systens or next steps;

(2) publicize lessons | earned and prom sing practices
based on informati on systens reviewed by the Board; and

(3) seek the views of experts fromindustry, academ a
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and State and | ocal governments on matters of concern to the
Resources Board, as appropriate.

(b) Menbership. The Resources Board shall be conposed
of individuals fromexecutive branch agenci es based on their
know edge of information technol ogy, program or acquisition
managenent within Federal agencies. Selection of nmenbers
shall be made by OVMB in consultation with other agencies as
appropriate. The Chair will be elected by the Resources Board.
The Resources Board may call upon the departnment or agency whose
project is being reviewed, or any other department or agency to
provi de know edgeabl e representative(s) to the Board whose
gui dance and expertise will assist in focusing on the prinmary
i ssue(s) presented by a specific system

Sec. 6. Ofice of Managenment and Budget. The Director
of OMB shall:

(1) evaluate agency information resources nmanagenment
practi ces and, as part of the budget process, analyze, track
and evaluate the risks and results of all nmajor capita
i nvestnments for information systens;

(2) notify an agency if it believes that a mgjor
i nformation systemrequires outside assistance;

(3) provide guidance on the inplenmentation of this order
and on the nanagenent of information resources to the executive
agencies and to the Boards established by this order; and

(4) evaluate the effectiveness of the managenment structure
set out in this order after 3 years and nake recomendati ons for
any appropriate changes.

Sec. 7. Ceneral Services Adm nistration. Under the
direction of OVB, the Adm nistrator of CGeneral Services shall

(1) continue to manage the FTS2000 program and coordi nate
the followon to that program on behalf of and with the advice
of custoner agenci es;

(2) develop, maintain, and dissem nate for the use of
t he Federal community, as requested by OVB or the agencies,
reconmended nethods and strategies for the devel opnent and
acqui sition of information technol ogy;

(3) conduct and nmanage outreach prograns in cooperation
wi th agency nanagers;

(4) be a focal point for liaison on information resources
managenent, including Federal information technology, with State
and | ocal governments, and wi th nongovernnmental internationa
organi zations subject to prior consultation with the Secretary
of State to ensure such |iaison wuld be consistent with and
support overall United States foreign policy objectives;

(5) support the activities of the Secretary of State for
I'iaison, consultation, and negotiation with intergovernnmenta
organi zations in informati on resources nanagenent matters;

(6) assist OVMB, as requested, in evaluating agencies
per f or mance- based managenent tracki ng systens and agenci es
achi evenent of cost, schedule, and perfornmance goals; and
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(7) provide support and assistance to the interagency
groups established in this order

Sec. 8. Departnent of Commerce. The Secretary of Comerce
shall carry out the standards responsibilities under the
Conputer Security Act of 1987, as anended by the Information
Technol ogy Act, taking into consideration the recommendations
of the agencies, the ClO Council, and the Services Board.

Sec. 9. Departnent of State. (a) The Secretary of State
shall be responsible for |iaison, consultation, and negotiation
with foreign governments and intergovernnental organizations
on all matters related to information resources managenent,

i ncl udi ng Federal information technology. The Secretary shal
further ensure, in consultation with the Secretary of Comerce,
that the United States is represented in the devel opment of

i nternational standards and recommendations affecting
information technology. |In the exercise of these
responsibilities,

the Secretary shall consult, as appropriate, with affected
donesti c agenci es, organi zati ons, and ot her nmenbers of the
publ i c.

(b) The Secretary of State shall advise the Director
on the devel opnent of United States positions and policies
on international information policy and technol ogy issues
affecting Federal Government activities and the devel opnent
of international information technol ogy standards.

Sec. 10. Definitions. (a) "Executive agency" has the
neani ng given to that termin section 4(1) of the Ofice of
Federal Procurenent Policy Act (41 U S.C 403(1)).

(b) "Information Technol ogy" has the neani ng gi ven
that termin section 5002 of the Information Technol ogy Act.

(c) "Information resources" has the nmeani ng gi ven that
termin section 3502(6) of title 44, United States Code.

(d) "Information resources nanagenent" has the neaning
given that termin section 3502(7) of title 44, United States
Code.

(e) "Information systeni’ has the nmeaning given that term
in section 3502(8) of title 44, United States Code.

(f) "Affinity group" nmeans any interagency group
focussed on a business or technol ogy area with comon
i nformation technol ogy or custoner requirenments. The
functions of an affinity group can include identifying comon
program goal s and requirenents; identifying opportunities for
sharing information to inprove quality and effectiveness;
reduci ng costs and burden on the public; and reconmendi ng
protocol s and ot her standards, including security standards,
to the National Institute of Standards and Technol ogy for
Governnentwi de applicability, for action in accordance
with the Conputer Security Act of 1987, as anended by the
I nformati on Technol ogy Act.

(g) "National security systent nmeans any
t el econmuni cations or information system operated by the United
States Governnent, the function, operation, or use of which
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(1) involves intelligence activities; (2) involves cryptol ogic
activities related to national security; (3) involves conmand
and control of mlitary forces; (4) involves equiprent that

is an integral part of a weapon or weapons systeny or (5) is
critical to the direct fulfillnment of military or intelligence
m ssions, but excluding any systemthat is to be used for
routine adm ni strative and busi ness applications (including
payrol |, finance, |ogistics, and personnel managenent
applications).

Sec. 11. Applicability to National Security Systens.

The heads of executive agencies shall apply the policies
and procedures established in this order to national security
systens in a manner consistent with the applicability and
related limtations regarding such systens set out in the
I nformati on Technol ogy Act.

Sec. 12. Judicial Review. Nothing in this Executive order
shal | affect any otherw se avail able judicial review of agency
action. This Executive order is intended only to inprove the
i nternal managenent of the executive branch and does not create
any right or benefit, substantive or procedural, enforceable at
law or equity by a party against the United States, its agencies
or instrumentalities, its officers or enployees, or any other
per son.

WLLIAM J. CLINTON

THE VWH TE HOUSE,

July 16, 1996.
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